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* Semantic Inte 1ore different systems or parts of

tructure of the exchange of data and how the datd;

systems can exchange and use r
itself is codified lets medical providers share patient data even when using completely different EHR

® software solutions from different vendors.
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* "(B) allov | electronically accessible

health information for au ar applicable State or Federal law; and

(f * "(C) does not constitute information blocking as defined in section 3022(a)."
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Need to balance a lot... (Will need to break Tradition!)




®* Many standards,
* CommonWell, CareQuality, HIEs, NATE, OAuth, HL7 /CCDA /FHIR...
e ® Tough to stay current
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* Appropriate L uctive, VIP, e

® General privacy concerns — want to be compliant

® Patients & Providers want the full data and provenance
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® Follow the patient AND secure




HIMSS ANALYTICS

The average hospital has 16 disparate EMR vendors in use at affiliated practices

75% of hospitals are dealing with 10+ disparate outpatient vendors
Only 2% of Hospitals have a single vendor in use at affilialed practices
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Acute EMR vendors average 82 disparate EMR vendors
used by providers affiliated with their
in-patient clients

That's a different vendor for every 106 affiliated providers
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Disparate Outpatient EMRs

The average hospital has affiliated providers The average Health System has affiliated
using 16 different EMR vendors using 18 different EMR vendors
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* MyHeah E

® Initiative to put Patient at

* “Secure patient access”
O

® TEFCA - ONC'’s Trusted Exchange Framework and Common Agreement (1/18)
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* Make it available o
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® Other innovator's NOT in the Health Space (“Consumer Health Apps...”)







R/HHS Guidance

® No closed end

®* Remember the goal 2 comprehenswe, secure, contextual view of the data

{ ® Keep eye on the International standards (GDPR)




® Training and ¢
® Technical, Physical, Administrative safeguards current?
-+ Drill, test, assume breach — are you prepared?
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ing cross-vendor

here care occurs.

= CareQuqll’r : Srofit Sequoia Project). Trusted

exchange, query based docume ange. Covers legal and technical.

® DirectTrust — Collaborative non-profit. Created a trust framework.



https://www.healthit.gov/topic/interoperability/trusted-exchange-framework-and-common-agreement
https://www.commonwellalliance.org/
https://sequoiaproject.org/carequality/https:/sequoiaproject.org/carequality/
https://www.directtrust.org/

ation.

focused on
y environments

ication and authorization on

the Inter rd-party services, such as
Facebook, withou

® Argonaut Project — Private sector initiative to rquly develop a first-generation FHIR-based APl and
/ Core Data Services (HL7 FHIR Project)
@



https://www.hl7.org/fhir/overview.html
http://nate-trust.org/
https://oauth.net/
http://argonautwiki.hl7.org/index.php?title=Main_Page

